*Załącznik Nr 7 do SIWZ*

**WZÓR WYKAZU OSÓB**

Wykonawca wykaże, że na etapie realizacji zamówienia będzie dysponował odpowiednim potencjałem kadrowym, w tym co najmniej:

| **Lp.** | **Imię i nazwisko osoby wskazanej do realizacji zamówienia** | **Posiadane doświadczenie, wykształcenie oraz kwalifikacje zawodowe niezbędne do wykazania spełniania warunku udziału w postępowaniu** | **Podstawa dysponowania osobą**  **/jeżeli Wykonawca korzysta z zasobów podmiotu trzeciego zobowiązany jest określić podmiot udostępniający zasoby/** |
| --- | --- | --- | --- |
| 2 (dwiema) osobami, zdolnymi do wykonania zamówienia, z których każda będzie posiadać kompetencje, wiedzę  i doświadczenie na poziomie administratora, wymienione poniżej:   * 1. Wykształcenie wyższe o profilu informatycznym, elektronicznym lub pokrewnym;   2. Doświadczenie w wykonywaniu co najmniej jednego zamówienia (usługi) administrowania rozległą siecią (sieciami lub systemami) komputerową na rzecz administracji publicznej, pracującą pod kontrolą oprogramowania MS Windows, Linux lub innego równoważnego pod względem funkcjonalności, przez okres co najmniej 6 miesięcy;   3. Znajomość systemów operacyjnych z rodziny Microsoft Windows;   4. Znajomość systemów operacyjnych sieciowych z rodziny Microsoft Windows Server i sieci zbudowanych na bazie tych systemów;   5. Znajomość Microsoft Exchange Server 2007/2013;   6. Znajomość oprogramowania i technik wirtualizacji;   7. Znajomość systemu operacyjnego Linux;   8. Znajomość zagadnień związanych z zarządzaniem sieciami informatycznymi LAN, WAN, VPN;   9. Znajomość zagadnień związanych z zestawianiem tuneli VPN za pomocą protokołów IPsec oraz SSL w ujęciu server to server i server to client;   10. Znajomość zagadnień związanych z użytkowaniem aplikacji biurowych Microsoft Office;   11. Znajomość zagadnień związanych z ochroną antywirusową w sieciach komputerowych;   12. Znajomość zagadnień związanych z wykonywaniem kopii bezpieczeństwa serwerów i macierzy dyskowych;   13. Znajomość zagadnień związanych z administracją systemami zabezpieczeń na styku sieci lokalnej z Internetem Microsoft ISA Server 2006 i Fortigate;   14. Znajomość funkcjonowania, obsługi i serwisowania serwerów, stacji roboczych oraz standardowych urządzeń peryferyjnych;   15. Znajomość języka SQL oraz baz danych typu Microsoft Access, MySQL, PostrgreSQL.   16. Znajomość oprogramowania do monitoringu, zarządzania i inwentaryzacji sprzętu teleinformatycznego;   17. Znajomość technologii zewnętrznych macierzy dyskowych;   18. Doświadczenie w przygotowywaniu dokumentów dotyczących integralności danych i polityk bezpieczeństwa informacji;   19. Umiejętność przeprowadzania wewnętrznych audytów bezpieczeństwa oraz testów penetracyjnych w sieciach (systemach) komputerowych;   20. Znajomość języka angielskiego w stopniu umożliwiającym czytanie dokumentacji technicznej oraz kontakt telefoniczny i e-mailowy z podmiotami zagranicznymi | | | |
| **1.** | ………………………………….. |  |  |
| **2.** | ………………………………….. |  |  |
| … |  |  |  |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*miejscowość data*

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

*podpis osoby upoważnionej / podpisy*

*osób upoważnionych do reprezentowania Wykonawcy*